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Sassie
http://sassieshop.com • Technology

Security Rat ing

740
1 Oct 2022

740
1 Jan 2023

Industry Comparison

Better Than 60%
of Technology Peer Group

Company Info

Homepage sassieshop.com

Industry Technology

Monitored by 1 company

IP addresses 6

Searched by 58 users

Relationship Details

Subscription Total Risk Monitoring

Relationship My Company

Company ID Unassigned

Report Description

This Risk Summary highlights the worst performing, critical areas for this company relative to
BitSight-recommended peers, which are comprised of 100 of the most similar peers based on
industry, description, and size. Utilize this summary to work with your business to make vendor
onboarding decisions based on your acceptable levels of risks.

Sassie provides mystery software shopping services,
such as reporting and scheduling tools, and data
collection. The company is headquartered in Boston,
Massachusetts.
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Risk Vectors

There are no concerning risk vectors at this time, as the security performance of this company is above the
peer median.

Risk Summary  |  February 21, 2023  |  2 of 5
©BitSight Technologies, Inc. 2023. All rights reserved.



Impactful Security Incidents

Impactful Security Incidents
Security incidents involve a broad range of events related to undesirable
access to a company's data or resources, including personal health
information, personally identifiable information, trade secrets, and
intellectual property. They're grouped into Breach Security Incidents and
General Security Incidents. Impactful security incidents have been
highlighted for awareness.

In the past  year:

0 Events 0% Peers with at least one event

Breach Security Incident Details

There are no impactful Security Incidents at this time.

General Security Incident Details

There are no impactful Security Incidents at this time.
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Assessments

NIST CSF Assessment
33% of the mapped sections in this assessment are flagged for validation or
review.

12 Sections Mapped

4 Sections Flagged

Flagged Sections

Risk Assessment

Information Protection Processes and
Procedures

Maintenance

Security Continuous Monitoring

SIG Lite 2022
18% of the mapped sections in this assessment are flagged for validation or
review.

22 Sections Mapped

4 Sections Flagged

Flagged Sections

Change Management

Web Server Security

Privacy Notice

Server Security Management Program

SIG Core 2022
20% of the mapped sections in this assessment are flagged for validation or
review.

60 Sections Mapped

12 Sections Flagged

Flagged Sections

Change Management

Secure DevOps

Secure Architectural Design Standards

Web Server Security

IS/IT Incident Management - Detection

Business Continuity Management

Vulnerability Management

Patch Management

Privacy Notice

Vulnerability Scans

Penetration Testing

Server Security Management Program
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MVSP

67% of the mapped sections in this assessment are flagged for validation or
review.

3 Sections Mapped

2 Sections Flagged

Flagged Sections

Business controls

Application design controls

NIST SP 800-53
46% of the mapped sections in this assessment are flagged for validation or
review.

13 Sections Mapped

6 Sections Flagged

Flagged Sections

Assessment, Authorization, and Monitoring (CA)

Configuration Management (CM)

Maintenance (MA)

Risk Assessment (RA)

System and Services Acquisition (SA)

System and Information Integrity (SI)
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